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Solutions

Part I: Completion: Fill the blanks with one or more words that best complete the sentence. [20]

1. Formatting a disk puts a filesystem on it and prepares it for use.

2. Mounting is making a file system available for access by associating it with a directory.

3. Decryption is translating a message that was encoded by the sender into a message that is readable by the receiver.

4. Secondary storage is permanent (non-volatile) storage not directly accessible to the processor; examples include disks and tape.

5. A(n) (absolute) path is a complete specification of a file location which includes the disk, one or more directories, and file name.

6. A(n) inode is a data structure that holds information about a UNIX file; its number uniquely identifies the file.

7. A(n) partition or volume is a logical section of a disk with its own filesystem.

8. A(n) signal is a message sent to a process by another process to communicate an unexpected event such as the forced termination of the process.

9. A(n) semaphore is a protected variable used to restrict access to shared resources in a multi-processing system.

10. A(n) backup is a spare copy of a file used if the original is lost or damaged.

11. A(n) thread is a task which shares many parts of a process but has its own program counter and stack.

12. A(n) cluster is an allocation unit defined by the filesystem consisting of one or more disk sectors.

13. A(n) buffer is an area of memory used for storing messages from which processes can read and to which they can write.

14. A(n) (device) driver is software to handle interrupts and control a computer hardware component or peripheral.

15. A(n) socket is the end-point of a virtual connection between processes which can either be a stream of bytes or a fixed-length message.

16. A(n) pipe redirects the output of one process to be used as the input of another.

17. An operating system can divide memory into fixed-size pieces called pages 
or variable-length pieces called segments.

18. Parts of the same process can be stored in both physical or real or RAM and virtual memory.

Part II: Definition: Define any ten of these OS terms. Clearly show your choices. [20]

archive: A single file containing one or (usually) more separate files, often compressed and used for backup

booting: bootstrapping: loading and initialising the operating system on a computer when the power is switched on

cache: A small fast memory holding recently accessed data, designed to speed up subsequent access to the same data

DMA: Direct memory access allows a peripheral to read and write memory without intervention by the CPU, freeing the CPU to do other things. 

IPC: Interprocess communication is exchange of data between one process and another, either within the same computer or over a network.  It implies a protocol that guarantees a response to a request.  Examples are Unix sockets, RISCOS's messages, OS/2's Named Pipes, Microsoft Windows' DDE, Novell's SPX and Macintosh's IAC.

IRQ: Interrupt request is an input found on many processors which
causes the processor to suspend normal instruction execution temporarily and to start executing an interrupt handler routine. Some processors have several interrupt request inputs allowing different priority interrupts.

kernel: the essential part of operating systems, responsible for resource allocation, low-level hardware interfaces, security etc. The essential, core portion of the operating system that is loaded into random access memory (RAM) when the computer is turned on and stays in RAM for the duration of the operating session

OLE: Object linking and embedding is a distributed object system which allows incorporating part of a document from one application into another. A Microsoft Windows standard that enables applications to exchange data and work with one another dynamically

process: a running program including the program code and private data such as process ID, open files, CPU time limits, shared memory, child processes and signal handlers

search path: an environmental variable containing a list of directories (separated by commas) where the kernel or command interpreter searches for executable programs or commands typed by the user

swapping: To move a program from fast-access memory to a slow-access memory ("swap out"), or vice versa ("swap in").  The term often refers specifically to the use of a hard disk (or a swap file) as {virtual memory} or "swap space". When a program is to be executed, possibly as determined by a scheduler, it is swapped into core for processing; when it can no longer continue executing for some reason, or the scheduler decides its time slice has expired, it is swapped out again. exchanging program instructions and data between the swap file (located on the hard disk) and random access memory (RAM)

virus: A program, designed as a prank or as sabotage, that replicates itself by attaching to (infecting) other programs and carrying out unwanted and sometimes dangerous operations, spread to other computers and disks when information is shared

Part III: Short Answer [50]

A. Answer all of the following questions. [30]

1. List four essential functions of an operating system. [4]

Program management and process scheduling, memory management, file and disk management, Input/Output device control, user interface, user account and security management

2. Explain how you would view and stop running Windows programs that do not appear on the taskbar. [2]

Press Ctrl-Alt-Del, click the Task Manager button, select the program, and click End Task.

3. If a computer is unable to start Windows properly and stops responding before you can see the desktop, what could you do to diagnose the problem? [3]

Boot to safe mode and look in the Device Manager for conflicts

Boot to the DOS prompt (maybe with a boot floppy) 

List folder contents to see if something is missing

Check which devices are loaded and services started in configuration files 

4. What is the purpose of compression? What can be compressed? What problems can compression cause? [5]

Compression saves space by using codes to store repeated pieces of information.

Files, folders and entire disks can be compressed

Compression can slow down the computer when the compressed files/disks need decompression

Compression may make file recovery more difficult in the event of file damage

5. What is fragmentation? Explain two problems of having a fragmented disk. [3]

Fragmentation is scattered pieces of processes in memory or files on disk, caused by adding and removing processes and files.

Fragmentation wastes space because empty spaces go unused.

Performance is reduced because multiple seek operations are required to access a single fragmented file. Too many disk accesses can also gradually wear out a disk.

6. What is the advantage of the circular scan disk seek algorithm over the elevator algorithm? [2]

In the elevator algorithm, the inner and outer parts of the disk wait longer than the middle parts.

In the circular scan algorithm, all areas of the disk receive equal treatment.

7. What types of information about files is stored by the operating system? [5]

Filename (to uniquely identify the file)

File type (to indicate its structure or use)

File location on disk (for OS use)

Ownership, access rights (who, how)

File size in bytes (current, limit, used, on disk)

Date/Time stamps (created, accessed, changed)

Other (hidden, system, read-only, archive)

8. Explain the difference between sequential, random and indexed file access. [3]

Sequential: read/write next record or n bytes; rewind, Often used for sequential media e.g. tape

Random: read/write nth record or bytes i-j; seek

Indexed: read/write record with given key, Often used for indexed (database) files

9. What DOS command(s) would redirect a display of memory information into a text file? [2]

mem > memory.txt

10. What precaution should be taken before using commands like fdisk, format and fsck? [1]

Make a backup of the disk or important files, as these commands can erase some or all of the disk.

B. Answer any five of the following questions. Clearly show your choices. [20]

11. Explain why double-buffering improves performance. Give two examples of where an operating system might use a buffer. [4]

One buffer can be emptied at the same time as the other is filled, so there is no waiting to use the buffer.

Operating systems use buffers when reading from and writing to disk or other I/O devices, and for shared memory and other forms of IPC.

12. In scheduling algorithms, what are starvation and thrashing? How can they be prevented? [4]

Starvation is when a process waits forever for a resource.

To prevent starvation, schedule processes that have waited a long time.

Thrashing is spending so much of the time switching between processes that no useful work is done.

To prevent thrashing, reduce the number of ready processes, e.g. suspending processes that are taking a long time to complete.

13. Why is user data stored in files rather than simply in memory? [4]

Disk has more space than memory which is often full and better used for faster performance.

Disk storage is more permanent than memory.

Files can be named for easier access.

14. Both DOS and UNIX use the file system to refer to devices. Explain how devices would appear to the user in the command-line interfaces in each system. [4]

DOS I/O devices often end with a colon, e.g. A:, C:, CON:, COM1:, LPT1:, etc. 

UNIX devices are treated as files and are listed in the /dev directory, e.g. /dev/hda0 for the first hard disk’s first partition.

15. What is a file alias? What is the name of a file alias in Windows? What are two types of UNIX file aliases? [4]

A file alias is a pointer or reference to a file.

A Windows file alias is called a shortcut and is stored in a separate file.

A soft link or symbolic link is a UNIX file that can be removed using rm. 

A hard link is a UNIX directory entry which can be removed using unlink.

16. What is a filesystem? What types of things does it contain, and for what purposes? [4]

A filesystem is the organisation of files and directories on a disk by the operating system.

It can contain:

a boot block or boot record for starting the operating system

a superblock listing the disk size and the size of storage space for inodes and data

a file allocation table listing chains of clusters for each file

space for inodes which point to blocks for files and directories

space for files and directories
17. What is deadlock? What conditions cause deadlock? [4]

Deadlock is a situation where two or more processes are unable to proceed because each is waiting for one of the others to do something.

Necessary conditions

Mutual exclusion: resource cannot be shared

Resource holding: hold some, request more

No preemption: resources not forcibly removed

Necessary and sufficient condition

Circular wait: closed cycle of two or more processes waiting on each other

Part IV: Longer Answer: Use your knowledge of operating systems to explain in detail. [10]

What happens when a user double-clicks on a shortcut to Microsoft Word?

The mouse sends interrupts to the processor for each click.

The OS suspends the currently scheduled process to handle the interrupts.

The OS GUI detects the location of the double-click.

The OS determines that a shortcut has been double-clicked.

The OS looks at the shortcut properties and finds the associated target.

The OS loads the Microsoft Word program code and other code files (e.g. .dll files) into memory.

The OS schedules the process to be run.

The OS suspends the currently scheduled process.

The OS executes the program by starting a process.

The process uses the GUI to display a window for the user.

The process starts a thread and temporary file for a new document.

